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Introduction

Recent developments in EU legislation governing processing of personal data at external borders of the Union¹ or in the area of electronic communications² show how different can the meanings of “data protection” be, depending on the context. These two examples show how the user-centric and preventive approaches in data protection interact, and what exactly the result of their interaction is.

User-centrism, stemming from the German tradition of protecting personal data, is centred on the objective of protecting human dignity. The principle of informational self-determination³ focuses on the individual and orients the law on empowering the data subject as far as possible.⁴ The preventive approach on the other hand disregards individual’s empowerment, while having a greater social good in mind, such as security. Prevention requires vast amounts of data, of which processing would be substantially hindered if the individual’s empowerment would be a parallel objective. As the preventive approach to data protection is driven by a broader trend of securitisation, a reflection upon this phenomenon will also be a necessary element of my dissertation.

³ See also Alan Furman Westin, Privacy and Freedom (IG Publishing 2015).
State of the art

Although the interaction itself, between the user-centric and preventive orders in data protection, has not yet been analysed, some of its effects on different parts of the legal system have been. For instance, the challenge of delineating the scope of applicability of the GDPR and the Law Enforcement Directive has been noted by Jasserand. Issues arising on the grounds of the principle of purpose limitation were brought up by Coudert as well as by Custers & Ursic.

The phenomenon of securitisation has already been recognised in extensive scholarship; both the sociological perspective and the legal perspective allow us to gain an understanding of the interactions between the process of securitisation and broader social trends.

Additionally, in the context of data protection in the EU Area of Freedom, Security and Justice the leading research was conducted by Boehm. A more narrow study by Beck offers insight into the complex issue of illegal migration and data protection. Broad research of social

---


However, there are still some gaps in the current research that can be identified. The most relevant ones can be located in three areas.

First, it needs to be established whether the European data protection framework really is a coherent framework based on common principles. Investigating the nature and genesis of the user-centric and preventive approaches in current EU legislation is necessary in order to answer this question.

Second, the question of delineation and interaction between the user-centric and preventive approaches in European data protection and its impact on the scope of protection offered by the fundamental rights to privacy of communications and protection of personal data (Arts 7-8 of the Charter). In this context securitisation, as a key factor that drives the preventive trend, needs to be taken into account.

Third, the question of the nature and status of the data protection rules applicable at external borders of the EU and in the area of electronic communication. Looking at them from the perspective of the user-centric/preventive distinction they seem to present an amalgam or a hybrid of the two approaches. More interestingly, private entities which are bound by the law
to act on behalf of the state and in state’s interest are caught up in a grey area of a no-man’s-land, between the GDPR and the Law Enforcement Directive (the proxies\textsuperscript{12}).

**Research outline**

In order to address the three aforementioned gaps in the current scholarship, I will carry out my research in the following manner.

First, I will build upon Boehm’s research.\textsuperscript{13} Boehm asked the following question – are the rules on processing personal data in the Area of Freedom, Security and Justice (AFSJ) compliant with EU’s own data protection law? Building upon that question, I would like to ask whether there is one coherent set of data protection rules that would apply both within the AFSJ and outside of it? Such a set of rules would supposedly be based on Art 16 TFUE and Art 8 of the Charter. In theory, the rules of processing personal data for law enforcement purposes are based on the same principles as the rules for non-law-enforcement processing of personal data. However, considering the effect, i.e. the scope of individual’s legal protection, I argue that those are two separate sets of rules which are based on opposing principles; the principle of user-centrism (informational self-determination) and the principle of prevention based large-scale personal data analytics. The preventive and user-centred approaches can be attributed to respectively, law enforcement and non-law-enforcement rules of processing personal data. Therefore, this dissertation will be an inquiry into the reasons, evidence and effects of disguising two separate things as one, under the name of EU Data Protection Framework.

I will begin the inquiry in one of the areas where the user-centred and preventive approaches amalgamate, i.e. at the external borders of the EU and in the area of electronic communication within the EU. The merger of these two approaches is embodied by: (i) creation of an exceptional set of exceptional data protection rules just for the EU external border environment, and (ii) the rules addressed to private entities, which are forced to act on behalf, and in the interest of the state, i.e. the proxies.\textsuperscript{14}

The service providers act as custodians of people’s data yet at the same time are treated by the state as its proxies supposed to carry out surveillance for law enforcement purposes. Similarly, the carriers in the Smart Borders context are being (contrary to their primary
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\textsuperscript{12} See also Alan Z Rozenshtein, ‘Surveillance Intermediaries’ (2018) 70 Stanford Law Review 99.

\textsuperscript{13} Boehm (n 9).

\textsuperscript{14} See also Rozenshtein (n 12).
commercial objectives) burdened by the state with the duty to participate in delivering the promise of security.

What follows, is a question whether the user-centred approach of some parts of the current EU data protection framework is reconcilable with the preventive approach introduced to data protection law by the trend of securitisation.

The user-centred approach, anchored in the principle of human dignity, can be traced back to the German roots of the current European data protection legislation. Following Bell, from the 70s onwards, the German data protection legislation was focused not on protecting individual’s personal data, but rather on protecting the individual itself.\(^\text{15}\) One of the main concerns then was preventing datafication of human beings.\(^\text{16}\)

In the 1983 Census Ruling the German Federal Constitutional Court derived the right to informational self-determination from the general right of personality (allgemeines Persönlichkeitsrecht) as outlined in the German Basic Law in Article 2(1), and read together with the principle of human dignity (Article 1(1)).\(^\text{17}\) It put a great emphasis on transparency as the prerequisite of protecting human dignity when processing personal data: not knowing who and in which circumstances could get access to one’s data has a direct chilling effect on one’s behaviour.\(^\text{18}\) The Court also underlined the collective aspect of it: lack of knowledge on subsequent processing of data for previously unknown purposes would impair community’s ability to act politically.\(^\text{19}\) An individual shall, in principle, have a saying in how his or her data are being processed.\(^\text{20}\) Since, as expressed by the Court: “[t]he value and dignity of a person, able to freely determine their own actions, and act as a member of a free society, is a central element of the constitutional order”\(^\text{21}\), the right to informational self-determination is a \textit{sine qua non} requirement of upholding a free society.

\textbf{Research questions:}

\(^{15}\) Hans Peter Bull, \textit{Informationelle Selbstbestimmung - Vision Oder Illusion? Datenschutz Im Spannungsverhältnis von Freiheit Und Sicherheit} (Mohr Siebeck 2009) 27.

\(^{16}\) ibid.

\(^{17}\) \textit{1 BvR 209/83 Volkszählungsurteil} (n 4).

\(^{18}\) ibid 42.

\(^{19}\) ibid.

\(^{20}\) \textit{1 BvR 209/83 Volkszählungsurteil} (n 4).

\(^{21}\) ibid 41 (own translation).
1. Is law enforcement data protection and non-law-enforcement data protection in the EU the same data protection? Is it based on the same principles? Or are those two separate sets of rules disguised as one data protection law (with minor differences and exceptions)?
2. Are we talking about a shift from user-centrism to preventive approach, or has the distinction been there all along?
3. Which data protection regime shall private entities acting as proxies of the state when controlling mobility, follow?
4. Can the clear distinction between the scope of applicability of the GDPR and the LED be upheld?

Outline of the dissertation:

1. Introduction.

PART I User-centrism and prevention in European data protection law.

2. User-centrism in European data protection law.
   2.1. History and theoretical background of the concept.
   2.2. Past and current legislative and jurisprudential expressions of the concept.

3. Preventive paradigm in European data protection law.
   3.1. History and theoretical background of the concept.
   3.2. Past and current legislative and jurisprudential expressions of the concept.


PART II New (hybrid) data protection rules. Evidence.

5. Exhibit A: Mobility of people (EU border control systems).
   5.1. Identification of the applicable data protection framework.
       5.1.1. Mobility within the EU: PNR Regulation.
       5.1.2. Mobility outside the EU: EES Regulation, ETIAS Regulation, SIS Regulation, VIS Regulation, ECRIS-TCN Regulation, PNR Agreements.
   5.2. Description of data flows between public institutions in the EU.
       5.2.1. Regulation on interoperability (borders and visa).
       5.2.2. Regulation on interoperability (police and judicial cooperation, asylum and migration).
5.3. Description of data flows between private entities and public institutions (proxy’s perspective).

6. Exhibit B: Mobility of communication (EU electronic communication services).
   6.1. Identification of the applicable data protection framework.
      6.1.1. Proposed e-Privacy Regulation.
   6.2. Data flows between private entities and public institutions (proxy’s perspective).

7. Conclusions.

PART III Theoretical framework of the new (hybrid) data protection rules.

   8.1. Roots.
   8.2. Objectives.
   8.3. Symptoms (based on the outputs of Part II; tbc).
      8.3.1. Double purpose and the principle of purpose limitation.
      8.3.2. Blurred lines as to the scope of applicability of the GDPR and the LED.
      8.3.3. Legal status of the proxies.

9. General conclusions.
   9.1. Role of user-centrism in Exhibits A and B – merely a disguise?

Research design

Methodology:

The methodology applied will first consist of a dogmatic analysis of the respective EU legislation, and a second interpretation of the key findings in light of appropriate sociological scholarship.

Timeline:

WS 2018/2019: VO Methodenlehre (done); Seminar im Dissertationsfach zur Vorstellung und Diskussion des Dissertationsvorhabens (done).

SS 2019: Participation in the Surveillance Studies Summer Seminar (Queen’s University, Kingston, Canada; done), submission of the Expose; signing of the Dissertationsvereinbarung.


SS 2020: Seminar im Dissertationsfach; writing Chapters 2 & 3.

SS 2021: writing Chapter 1.

WS 2021/2022: Final corrections; Defensio.
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